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Melexis Information Security Declaration

1. Purpose

At Melexis, we recognise the paramount importance of safeguarding information. In today's interconnected
world, where data drives innovation and sustains business operations, maintaining the confidentiality, integrity,
and availability of our information assets is not just a goal but a fundamental responsibility.

As stewards of critical data, we declare our unwavering dedication to information security. We understand that
protecting our information assets is not only essential for our own success but also for the trust our clients,
partners, and stakeholders place in us.

2. Our Commitment

Confidentiality: We pledge to protect sensitive and confidential information from unauthorised access,

disclosure, or misuse. We uphold the trust placed in us by clients, employees, and partners to keep their

information private and secure.

Integrity: We are committed to maintaining the accuracy and reliability of our information assets. Our data must

be complete and unaltered, ensuring that decisions made based on this information are sound and trustworthy.

Availability: We recognise the necessity of information accessibility for effective business operations. We will

implement measures to ensure our systems and data are available when needed, minimising disruptions and

downtime.

Compliance: We will adhere to all relevant laws, regulations, and industry standards pertaining to information

security. Our commitment extends beyond compliance; we continuously strive to exceed these standards to

ensure our practices remain resilient against emerging threats.

Risk Management: Recognising that no system is entirely immune to threats, we will assess and manage risks

proactively. By identifying vulnerabilities and implementing appropriate safeguards, we aim to reduce the impact

of potential security incidents.

Continuous Improvement: Information security is a journey of constant vigilance and improvement. We are

dedicated to learning from our experiences, adapting to new challenges, and refining our practices to stay ahead

in the ever-evolving landscape of threats.
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Empowerment: We empower our employees by fostering a culture of security awareness and accountability. Each

team member plays a vital role in upholding our commitment to information security.

Transparency: We will communicate openly about our information security practices, challenges, and

achievements. Transparency strengthens our relationships with clients, partners, and stakeholders.

In line with these principles, we are on the verge of certifying our Information Security Management System

(ISMS) towards ISO 27001 standards. Our ISMS is a framework that guides us in identifying, assessing, and

mitigating risks while fostering a culture of security throughout the organisation.

As we navigate the digital age, our commitment to information security stands as a cornerstone of our

organisational values. By embracing these principles, we strengthen our ability to innovate, collaborate, and

achieve lasting success.

3. Contact Information

For any inquiries related to our Information Security Declaration or information security practices, please contact
security@melexis.com

Marc Biron
CEO

Veerle Lozie
COO/CIO

Karen Van Griensven
CFO
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